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Managing Power Management with Windows Vista on a
Windows 2000 or Windows 2003 Domain

Requirements

1. A Windows 2000 or 2003 Domain.
2. At least one workstation running Windows Vista

Overview

Unlike previous version of Windows, power management can be managed through Group
Policy on Windows Vista. Group Policy can be enabled for Windows Vista on a
Windows 2000 or 2003 domain with a few simple steps, but must be managed from a
Vista Workstation by a user logged in with administrative rights to the domain.

Vista now uses ADMX and ADML files (instead of ADM files used by Windows 2000,
Windows XP, and Windows 2003) as administrative templates. ADMX files are
language neutral and ADML files are language specific. Although custom ADM files
will still be applied to Vista, the default ADM files, System.adm, Inetres.adm, Conf.adm,
Wmplayer.adm, and Wuau.adm, are superseded by ADMX files and any settings
configured for these base options will need to be reconfigured specifically for Vista if
you are modifying an existing policy.

For detailed information on configuring Group Policy for Windows Vista see Deploying
Group Policy Using Windows Vista on Microsoft Technet.

Enabling Group Policy for Microsoft Vista (Creating the Central
Store)

ADML and ADMX files are available for managing Group Policy in one of two places.

The default set of ADMX files exist locally on every Vista workstation in
%systemroot%\PolicyDefinitions (usually C:\Windows\ PolicyDefinitions) and the
default set of language specific ADML files exists in a language specific subdirectory
which is %esystemroot%\PolicyDefinitions\EN-US (usually C:\Windows\
PolicyDefinitions\EN-US) for US English.



These are used for establishing local policies for the computer.

Domain Group Policy Templates are stored in what is called the “Central Store”. This is
a directory located on each domain controller in the SYSVOL share. The directory
location is:

\\{DomainController}\sysvol\{DomainName}\policies\PolicyDefinitions

If a domain controller was named WIDGET-DC1 and the domain was WIDGET.ORG
then the path would be:

\WIDGET-DC1\SYSVOL\WIDGET.ORG\policies\PolicyDefinitions

To create the central store, copy the ADMX and ADML files from any Vista workstation
to their location on one domain controller. The new files will be replicated to other
domain controllers.

To do this, copy the contents of:
%systemroot%)\PolicyDefinitions (C:\Windows\PolicyDefinitions)
To
\\¢{DomainController}\sysvol\{DomainName}\policies\PolicyDefinitions

Managing Group Policy for Windows Vista

Domain wide Group Policy is managed using the “Group Policy Management Console”.
On previous versions of Windows this was available as a separate download, but it is
available natively in Vista.

To run the Group Policy Management Console, run “gpmec.msc” from the run box or a
command line on a Vista computer. You must be logged in with administrative rights to
the domain. You should see a screen similar to the following.
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From here you can create and link a new Group Policy Object or edit an existing Group
Policy Object. In the next example we will be editing the existing Group Policy Object

called “VistaGPO”.
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To set policies specific to Power Management drill down to:

Computer Configuration > Administrative Templates > System > Power
Management

Here you can configure the various options for Power Management. The configuration
will be applied to any Vista computer that this policy is applied to.
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